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Introduction

Electronic commerce is another channel of trade and one which opens consumers to new opportunities and new dangers. This paper proposes a methodology to create new Internet domain names in a way which simultaneously meets the global desire for more names and reduces the potential for consumer fraud and confusion as a result of bad faith use of trademarks. The paper thus proposes a way to increase the domain name space while accommodating the objectives of other constituencies. 

The Business and Commercial Constituency of the DNSO (the BC), has the following proposals for the introduction of new Internet domain names:

· test and improve dispute resolution

· introduce new domain names based on agreed criteria.

Step 1 Verify effective dispute resolution in the current UDRP

Domain names need an effective piracy-deterrent system. The dispute prevention and resolution proposals developed in 1999 by the UN agency, the World Intellectual Property Organisation (WIPO) currently present a good option.

The BC supports the implementation by the Internet Corporation for Assigned Names and Numbers (ICANN) of the Uniform Dispute Resolution Procedure (UDRP). The UDRP imposes a remedy to transfer or cancel a name if it can be shown that someone has:

· Registered a domain that is identical or confusingly similar to a trademark

· AND, that the registrant has no rights in that name

· AND, the name has been registered and is being used in bad faith.

The UDRP lists evidence of bad faith as (paraphrase):

· Registration to sell to the trademark owner (cyberpiracy)

· Registration to prevent use by the trademark owner

· Registration to disrupt the business of a competitor

· Use to attract customers due to a likelihood of confusion (cyberimpostor).

Accepted defences in the UDRP against a complaint are (paraphrase):

· Bona fide prior use of the domain name

· Acquired rights in the domain name

· Bona fide non-commercial use.

The BC proposes that the UDRP is evaluated for a 12 month period (from its implemented date of 24 October 1999). 

Step 2 Introduce effective protection for well-known trademarks in the UDRP

In trade mark law outside of e-commerce co-existence of names is common place. Trade mark offices accept identical or similar names for dissimilar products or services so long as the distinctive character or repute of the prior mark is not affected without due cause. So there is no confusion over Lotus tissues and Lotus computer software nor is the distinctive character or repute of the prior Lotus mark affected. However, in trade mark law there are special provisions for well-known marks. These provisions recognise that names such as Coke, Mars, or Heineken which are widely known across countries and cultures, deserve extended protection.

The BC recognises the importance of relevant sector in that some well-known marks may be well-known to some but not to others. In national trademark regimes with a definable sector and trademark classification this problem can be overcome. Creating a list of well-known marks is a problematic task in a single country due to changes in the market place. This task gets more problematic the more global you want the list to be.

In global e-commerce it presents special difficulties. But the protection of well-known trademarks is especially important because the Internet reaches to every corner of the globe which means:

· Well-known trademarks become even better known,

· Use by a third party in bad faith has global implications,

· Consumer confusion and the possibility of fraud are therefore increased.

To counteract these problems and so add certainty and consumer trust the BC recommends a system of protection that recognises the increased likelihood of confusion with well-known marks. 

The BC proposes that well-known marks should be looked at simultaneously with the concept of generic top-level domain names (gTLDs) which fulfil a classification role. These are called charter or topic related gTLDs. Charter gTLDs can be viewed as consumer-friendly parallels to the classification of trademarks (such as the Nice system) and may themselves be used to define relevant sector. A name owner could make a case via the UDRP to take ownership of a gTLD in a relevant charter gTLD. This should give protection where it matters and because irrelevant registrations would be valueless, cyber-squatting would be significantly reduced.

The BC therefore calls for a change to the UDRP to modify the legitimate rights to hold a domain name when the name is identical or confusingly similar to a well-known mark. Criteria for awarding or refusing transfer of ownership would relate to the nature of the gTLDs and its relevance to the area of business of the well-known mark. 

Step 3 – new domain names

The BC proposes that new generic top-level domain names gTLDs should, subject to current technical constraints and evolving technical opportunities, meet certain principles. 

1. Certainty: a gTLD should give the net user confidence that it stands for what it purports to stand for.

2. Honesty – a gTLD should avoid increasing opportunities for malicious or criminal elements who wish to defraud net users.

3. Differentiation – the selection of a gTLD string should not confuse net users and so gTLDs should be clearly differentiated by the string and/or by the marketing or functionality associated with the string.

4. Competition – new gTLDs should foster competition in the supply of domain names such that the authorisation process for new gTLDs should not be used as a means of protecting existing service providers from competition.

5. Diversity - new gTLDs should become available to meet the needs of an expanding Internet community. They should serve both commercial and non-commercial goals.

6. Meaning – a gTLD should have meaning and its selection should include how the new gTLD will be perceived by the relevant population of net users.

7. Simplicity - adherence of the above principles should not impose an overly bureaucratic procedure on a registry.

Based on these principles the BC recognises that many problems on the Internet such as cyber-squatting or domain name availability stem from the fact that dotcom is a de facto global monopoly. Remove that monopoly and many problems will disappear.

The BC believes that a possible long-term solution is to extend the classification role of gTLDs to their logical conclusion. One option is to create a large set of gTLDs to reflect the needs of the consumer. These gTLDs are called charter or topic gTLDs. Thus, for example, the following three commercial and one non-commercial options could all co-exist: Lotus.software
Lotus.cars
Lotus.paper
Lotus.flowers

Such a system has wide-ranging benefits:

· A browser search would be more likely to turn up relevant options.

· There would be little purpose in defensive ownership of unwanted sites.

· Each new gTLD would have uniqueness and its added value would enhance competition.

A process to identify possible new names should be evaluated by a gTLD panel established by the ICANN Board under the auspices of the DNSO Names Council. Such evaluation should test each proposal against the principles outlined above. The limitation on the number of new gTLDs will be subject to compliance with the principles but it is envisaged that eventually hundreds of new gTLDs will be created. 

Timing - A methodology to create new domain names

The order in which the above three steps are completed is of vital importance. Get the timing wrong and consumers will be subject to increased fraud and the Internet will be subject to a period of confusion and instability. The BC suggests there are two options that face the ICANN board in getting this decision right:

1. The high-speed high-risk option

Move forward on all three steps in parallel. This has two effects:

· reduces the risk that the UDRP evaluation and revision will add delays to introducing new TLDs.

· Increases the risk of consumer confusion and fraud as a result of an inadequate UDRP.

2. The quick but cautious option

Phase I

1. Rapidly evaluate the first 12 months operation of  the Uniform Dispute Resolution Process (implemented 24 October 1999), and subject to a conclusion that it has been successful in meeting its objectives, proceed to phase II.

2. Extend the UDRP wef 1st October 2000 to evaluate claims for ownership transfer based on the relevance of a well-known trademark to a charter gTLD. Once implemented proceed to phase II.

Phase II

Introduce new  gTLDs in a gradual but systematic way as outlined above, testing each proposed gTLD against the principles. 

In a poll of the BC, the majority of voters expressed a preference for this second option.

Commentary on the reports of WG C (March/April 2000)

The BC remains concerned about the status of the final report (part 1) from the DNSO working group C (WG C). The working group has attempted a difficult task and there has been much enlightened debate. However, the BC remains concerned that there is insufficient representation on WG C from the customers of Internet services as opposed to the suppliers. The report from WG C should be read as outlining options and not as a representative expression of views of the broad range of stakeholders affected. 

The BC does not support the proposed test phase of 6-10 new gTLDs. If a choice is made to establish a small set of names, without a process to move towards a differentiated structure, this rules out the early creation of meaningful charter gTLDs. If the choice creates 6-10 new imitations of dot com we will have moved from a virtual monopoly to undifferentiated oligopoly and this would repeat the mistakes of the past.

The BC however supports the final report (part 2) and its recommendation of six criteria for assessing a TLD application or proposal.

Through its individual and association membership the Business Constituency of the Domain Name Supporting Organisation groups 28,000 companies world wide who want to use the Internet to conduct business. Its members are customers of providers of connectivity, domain name and related services. 
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